UPLOADING AND INSTALLING SSL CERTIFICATES BOUGHT FROM THE

CLIENT AREA

=

Log in into the client area

2. Under My services, select the SSL Certificate bought e.g. InstantSSL DV Single Domain

Subscription

£ g’afaricom

Home Services ¥ Domains ¥ Billing ~ Support ¥ Open Ticket Logged in as:
ortal Home / Client Area / My Products & Services
Showing 1 to 2 of 2 entries
View ~
e Active 2 ¢ Product/Service ¢ Pricing ¢ Next Due Date
& Pending
Gold
o Suspended 0 2 ﬁ“'“’o"o Sunday, January 14th, 2024
ear
Terminated
e Cancelled 0 I InstantSSL DV Single Domain Subscription I Ksh.5,500
I Tuesday, December 26th, 2023
fear
Actions ~
Show| 10 & |entries

W Place a New Order
Powered by WHMCompleteSolution
& View Available Addons

3. Click on Download Certificate

InstantSSL DV Single Domain Subscription
Domain Validation Status

Q Ep Hello, "% &

Status &

fous nm

& Certificate Issued
Order Nomber : 1349038507

5 020000 LITC

Issued : 2022-12-25 03:00:00 UTC
2

023-12-26 02:59:59 UTC

Expires :

click hara

.'-" Add Expiration Reminder

To Calendar

4. Logj in into the cPanel

C1- Public



5. Under SSL/TLS>Certificates (CRT), click on Generate, view, upload or delete SSL

certificate

DEFAULT SSL/TLS KEY TYPE Show Help Text @

The default key type for SSL/TLS certificates and CSRs.

@ Use the system's default key type.
Current value: RSA, 2,048-bit

O RSA, 2,048-bit

O ECDSA, P-384 (secp384r1)

O ECDSA, P-256 (prime256v1)

O RSA, 4,096-bit

Tools

SSL/TLS

Create, manage, and delete SSL certificates, signing

requests, and keys.

Security|

SSL/TLS Status

View, upgrade, or renew your domains’ SSLcertificates.

MySQL® Database Wizard

Guided setup of a MySQL® database, database users,

and user privileges

Spam Filters
Configure the spam filter settings for your email
account.

MySQL® Databases

Create, manage, and delete MySQL® databases and

database users.

Remote MySQL®
Allow remote hosts (servers) to access MySQL®
databases.

Password & Security
Update your cPanel account’s password.

Address Importer

Use a spreadsheet or comma-separated value text file to

Search Tools (/)

The SSL/TLS Manager will allow you to generate SSL certificates, certificate signing requests, and private keys. These are all parts of using SSL to secure your
website. SSL allows you to secure pages on your site so that information such as logins, credit card numbers, etc are sent encrypted instead of plain text. It is
important to secure your site’s login areas, shopping areas, and other pages where sensitive information could be sent over the web.

PRIVATE KEYS (KEY)

Bi Generate, view, upload, or delete your
private keys

CERTIFICATE SIGNING REQUESTS
(CSR)

Bi Generate, view, or delete SSL certificate
signing requests.

CERTIFICATES (CRT)

Bi Generate, view, upload, or delete SSL
certificates.

INSTALL AND MANAGE SSL FOR
YOUR SITE (HTTPS)

B Manage SSL sites.

Security

Databases

Databases

Databases

Preferences
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6. Upload the downloaded certificate

or

00S€ a certricate Tile (.
o Choose File | No file chosen

Description

o Upload Certificate

The uploaded certificate will appear below.
Certificates on Server

Domains Issuer Expiration (UTC)  Key Type Description Actions
AAA Certificate o =

AAA Certificate Services - Self Signed - 1/1/29 RSA, 2,048-bit Services # Edit I Delete Install
Sectigo RSA
D i . =

Sectigo RSA Domain Validation Secure Server CA The USERTRUST Network 1/1/31 RSA, 2,048-bit OW“” # Edit 0 Delete Install
Validation Secure
Server CA
USERTrust RSA

USERTrust RSA Certification Authority Comodo CA Limited 1/1/29 RSA, 4,096-bit  Certification # Edit 1 Delete Install
Authority
mofra-eng.com

12/26/23 RSA, 2,048-bit  and www.mofra- #Edit  @Delete Install
eng.com
Cert for “mofra- 5 =
cPanel, Inc. 4/10/23 RSA, 2,048-bit . < Edit I Delete @ nstall
eng.com
7. Proceed to install the certificate.
mofra-eng.com
Sectigo Limited 12126123 RSA, 2,048-bit  and www.mofra- # Edit 1 Delete

eng.com
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